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Protocols that exploit quantum communication technol-
ogy offer two advantages: they can either extend or ren-
der feasible the capabilities of their classical counterparts,
or they exhibit functionality entirely unachievable through
classical means alone. For an example of the former, quan-
tum key distribution protocols such as E91 [2] and BBM92
[1] can in principle yield information-theoretic security by
using entanglement to generate secure key bits. These raw
secret key bits can then be distilled into a one-time pad to
encode messages sent between two parties. For an exam-
ple of the latter, distributed quantum sensing frameworks
such as [3] and [11] employ entanglement to overcome the
standard quantum limit [4].

While these applications hold a tremendous amount of po-
tential for distributed quantum communication (and even
computation, see, e.g., [6]), a substantial challenge is reli-
able generation of entanglement – an essential component
for many of these tasks – especially over a large distance.
This is due to the fact that there is an exponential rate-
versus-distance decay for quantum state propagation both
through terrestrial free-space and optical fiber channels [8,
9]. Quantum repeaters positioned between communicating
nodes can overcome this fundamental rate-versus-distance
tradeoff [5, 7]. The process of quantum repeater-assisted
entanglement generation is illustrated at a high level in Fig.
1. Henceforth, we use the term “quantum switch” instead of
“repeater” because in a more complex network than that of
Fig. 1, the device will likely be connected to several nodes
or users; hence it is reasonable to assume that it will be
equipped with entanglement switching logic. Quantum re-
peaters, switches, and similar devices will serve as building
blocks for large-scale quantum networks. It is natural, there-
fore, to ask questions about their fundamental limits from a
mathematical perspective, in order to gain insight into what
constitutes efficient operation for such a device, as well as
to create a performance comparison basis for future proto-
cols that will rely on these devices. To this end, we study
a quantum switch that serves entangled states to pairs of
users in a star topology, with the objective of determining
the capacity of the switch, as well as the expected number
of stored qubits in memory at the switch when it operates
at capacity. We use a discrete-time Markov chain (DTMC)
to construct a model that abstracts away various architec-
ture and physical implementation details about the system,
e.g., the method used for entanglement generation or how
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(a) no entanglement
present

(b) all links successfully
generate entanglement

(c) repeater nodes perform
entangling measurements

(d) end nodes share an en-
tangled state

Figure 1: Long-distance entanglement generation using
quantum repeaters. The end nodes are communicating par-
ties and the nodes between them are quantum repeaters.
Dashed lines represent lack of entangled links, while solid
lines represent presence of entanglement. Gray/red circles
are unoccupied/occupied quantum memories, respectively.

quantum memories are realized.

We focus on the simplest variant of this problem, wherein
links connecting users to the switch are identical, there is no
quantum state decoherence, and the switch can store arbi-
trary numbers of qubits. We refer to the number of quantum
memories at the switch as its buffer size. An unfortunate
property of our DTMC model is that it is difficult to extend
to model a less idealized system, i.e., one with a finite buffer
size, non-identical links, and non-negligible quantum state
decoherence. Prior literature on quantum switch modeling
utilizes continuous-time Markov chains (CTMCs) to account
for these properties. Nevertheless, there is value in studying
a quantum switch using a DTMC, as the system is inher-
ently a discrete-time system, and while CTMCs have been
shown to be more expressive as a modeling technique, there
will undoubtedly be some differences in the resulting perfor-
mance metrics. To quantify these differences, and determine
whether a CTMC model provides a reasonable approxima-
tion to the original system, we compare the performance
metrics obtained from both models.

Fig. 2a illustrates the problem setup: k ≥ 2 users are con-
nected to the quantum switch via dedicated, identical links.
Time is slotted; the rest of Fig. 2 presents an example of a
sequence of events that may take place in subsequent time
slots. The purpose of the switch is to facilitate end-to-end
entanglement generation for pairs of users that request it.
The creation of an end-to-end entanglement involves two
steps. First, in each time slot users attempt to generate
pairwise (link-level) entanglements with the switch. A suc-
cessful link-level entanglement results in a Bell state, with



(a) (b) (c) (d) (e)

Figure 2: Example of quantum switch operation. No Bell
pairs are present in (a). When enough Bell pairs are suc-
cessfully generated (solid lines in (b) and (c)), the switch
performs a BSM (d), entangling the two users’ qubits (e).

one qubit stored at the switch and the other stored at a user.
In step two, the switch chooses two locally-held qubits, each
entangled with a qubit held in a user’s quantum memory,
and performs a Bell state measurement (BSM). If the mea-
surement is successful, the result is an end-to-end Bell pair
between the corresponding pair of users. The switch contin-
ues to fulfill entanglement requests as long as there are avail-
able link-level Bell pairs for users who wish to communicate.
At the end of the time slot, the switch may choose to store
qubits from unused Bell pairs in local quantum memories
until these qubits can be used in entangling measurements.
This two-step process is repeated in subsequent time slots.

The capacity of a quantum switch is defined as the maxi-
mum achievable entanglement switching rate, which cannot
be achieved with an arbitrary switching policy, or for an
arbitrary set of user demands. To ensure that the switch
operates at capacity, we allow it to perform a BSM as soon
as there are at least two Bell pairs available on two distinct
links, during a given time slot. This amounts to the assump-
tion that any pair of users wish to communicate within each
time slot. We also assume that the switch uses the Oldest
Link Entanglement First (OLEF) rule when deciding which
two users to pair up for an entangling measurement; i.e.,
the switch prioritizes the oldest link-level Bell pairs for a
BSM, as long as they belong to two different links. When
there is more than one possible choice for such a pairing,
then the switch may choose any two at random. Note that
the OLEF rule does not affect the switch capacity, but it
does happen to minimize the number of stored Bell pairs
at the end of each time slot and thus this rule affects the
qubit occupancy distribution. Finally, to ensure that the
end users being serviced by the switch do not limit switch
performance, we allow end nodes to have infinite and noise-
less quantum storage. Following is a summary of our results:

– the DTMC is stable if and only if the number of users
k ≥ 3;

– the capacity of the switch is given by

C =
qkp

2
,

where k is the number of users or links, p is the probability
of successfully generating entanglement at the link level,
and q is the probability of a successful BSM;

– the expected number of stored qubits is given by

E[Q] =
1 + β

2(1− β)
,

where Q is the number of qubits stored at the switch in
steady state, across all links, and β is in the interval (0, 1)
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Figure 3: Comparison of the expected number of qubits in
memory E[Q] for the DTMC and CTMC models, for three
and 20 links and for entanglement generation probabilities
p ∈ (0, 1). maxRelErr is the maximum relative error be-
tween the discrete and continuous expressions for E[Q].

and is the unique solution to the following equation (where
p ≡ 1− p) when k ≥ 3:

(βp+ p)k−1(p+ βp)− β = 0;

– the expression for the capacity of the switch obtained us-
ing the DTMC matches exactly that of the CTMC model
studied in [10]. On the other hand, the CTMC model
overestimates the expected number of qubits in memory
in steady state, but since the discrepancy is not signifi-
cant (see Fig. 3), we conclude that the CTMC model is
sufficiently accurate so as to be useful for exploring issues
such as decoherence, link heterogeneity, and switch buffer
constraints.
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